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5 Properties: Kaspersky Endpoint Security for Windows (1,1,+)

High protection level All recommended protection components are enabled.
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Device Control @
Controls connection of external devices and removable drives.

Device Control settings &
Types of devices | Connection buses | Trusted devices
Devices Access A
@ Hard drives @
f} Removabe drives C)
) Printers @
[F Floppy disks @
CD/DVD drives a
& Modems a
B8 Tape devices a
tultifunctional devices a
@ smart card readers a
&) Windows CE USB ActiveSync devices a
19 Wi-Fi v
¥ External network adapters a
@ Portable devices (MTP) a
© Biuetootn a
(@) Camarac and scanners a 2
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Anti-Bridging | The component prevents bridge from being
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Changed: 1/23/2023 10:35:57 AM

Inherited policy:  Not inherited

Affected: 1 device(s)

Enforcement
successful: 1 device(s)

Configure the templates of the messages that are displayed when v
Templates access is blocked to a device or its contents, and of messages to the
local corporate network administrator.
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High protection level All recommended protection components are enabled.
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Device Control [@

Controls connection of external devices and removable drives.

Device Control settings

Types of devices | Connection buses

Trusted devices
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Device type: Name / Model: Computer name: (by mask
[ Al devices I @ Refresh
Device type Name Device model /1D Computer A
) co/pvD drives ATAPIiHAS122 E SCSI\CDROMEVEN_ATAPIGP...
[ [@ Hard arives BIOSTAR $100-120GB SCSNDISK&VEN_BIOSTAREP...
[ [ Hard arives TOSHIBA DTOTACA100 SCSNDISK&VEN_TOSHIBAGP...
[J @ Portable devices (MTP) Sarah SWD\WPDBUSENUM\_?_US...
[ @ Portable devices (MTP) SARA SWD\WPDBUSENUM\_?_US...
[J @ Portable devices (MTP) Galaxy A1 USB\VID_04EB8&PID_6860&...
O ) Removable drives USB FLASH DRIVE USB Device  USBSTOR\DISK&VEN_&PRO...
O ) Removable drives JetFlash Transcend 16GB US... USBSTOR\DISK&VEN_JETFLA..
O f) Removable drives SanDisk Ultra USB 3.0 USBD... USBSTOR\DISK&VEN_SANDI...
[ Allow request for tem| | J B External network ada... RAS Async Adapter SW\(EEAB7790-C514-11D1-B...
Modems SAMSUNG Mobile USB Mod... USE\VID_O4E8&PID_6860&k...
Anti-Bridging settings | |[] @ Portable devices (MTP) G:\ SWD\WPDBUSENUM\(BSSC3... Y
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i Properties: Kaspersky Endpoint Security for Windows (12.1.0) X
All recommended protection components are enabled.
TS »-c:cono
Géner M Device Control [@
Event configuration Controls connection of external devices and removable drives.
Advanced Threat Protection
Device Control settings |
Essential Threat Protection
Types of devices | Connection buses | Trusted devices
Detection and Response Device connection buses Access
Security Controls D% Infrared Port v
Log Inspection € Serial Port v
i 7 Parallel Port v
Application Control ¢ use <7}
Device Control “" FireWire v
Web Control = PCMCIA v
Adaptive Anomaly Control
Fie Integrity Monitor
Data Encryption
Local Tasks
General settings
Policy profiles
Revision history
[ Allow request for temporary access
Anti-Bridging settings
Anti-Bridging | The prevents bridge from being
Message template settings
Templates | Configure the templates of the messages that are displayed when access is blocked to a device or its contents, and of messages to the local corporate netwark administrator.
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